3GPP TSG-CN1 Meeting #22
Tdoc N1-020317

Sophia Antipolis, France, 28. January - 1. February 2002
Source:
Hutchison 3G

Title:
CR to 23.218 : Applicability and Usage of Filter Criteria
Agenda item:
8.3 

Document for:
Approval

Discussion

There has been extensive discussion about the application and use of filter criteria in CN1. This paper presents a view on how filter criteria should be applied and used in IMS. The flow is based on concepts described in RFC 3050 “Common Gateway Interface for SIP”, and draft-ietf-iptel-cpl-04.doc. These two documents describe the CGI and CPL scripts for call control.

It is proposed that the sequence of events for contact of AS should be as follows :-

1. The HSS will send to the S-CSCF the filter criteria. There will be one set of filter criteria per AS. The AS will be prioritised for order of contact.

2. The S-CSCF will apply iFC for highest priority AS and if applicable send the request to that AS.

3. The AS may(or may not) modify the request, and return it to the S-CSCF.

4. The S-CSCF then applies the filter criteria applicable to the next highest priority AS

and forwards (or not) to that AS

5. Repeat until all AS on list are exhausted

6. S-CSCF routes the request based on it's now possibly modified contents.

S-CSCF clearly needs to keep track of where in the list it has got to at each step. It is possible that this is recorded in S-CSCF or maybe a header field is modified so that the S-CSCF does not have to keep the state.

Clearly this will also require the HSS to indicate filter criteria per AS, in a priority order on the Cx interface, and this needs to be reflected appropriately in 29.228, 29.229 and 23.008.

Conclusion

There are three actions proposed from this paper

1. Agree this flow and modify 23.218 accordingly (see proposal below)

2. CN1 needs to determine whether the S-CSCF needs to track progress, or whether the SIP messages can include an indication of progress

3. CN4 needs to reflect the need for filter criteria per AS, in a prioritised list in 29.228, 29.229 and 23.008.

Proposal 1

It is proposed to modify 23.218 section 6.8 as follows.

6.8 Description of Subscriber Data

6.8.1 Application Server Subscription Information

This subclause defines the contents of the Application Server related Subscription Information.  This information shall be sent by the HSS to the S-CSCF via the Cx Interface during registration. More than one Application Server may be specified in the subscriber data in which case all the relevant data shall be included for each Application Server specified.

6.8.1.1 Application Server Address

Address to be used to access the service platform for a particular subscriber. 

6.8.1.2 Default IP Multimedia Handling

The Default IP Multimedia Handling indicates whether the IP Multimedia session shall be released or continued as requested in case of loss of communications between the S-CSCF and Application Server.

6.8.1.3 Filter Criteria

The S-CSCF shall apply filter criteria to determine the need to forward SIP requests to Application Servers. These filter criteria will be downloaded from the HSS. The HSS shall provide filter criteria for each AS in the prioritised list. The Filter Criteria
 define the relevant SPIs for a particular application. They define the subset of SIP requests received by the S-CSCF that should be sent/proxied to a particular application. When the S-CSCF receives a SIP request, it evaluates the filter criteria. If the SIP request matches the filter criteria, the S-CSCF proxies the SIP request to the corresponding SIP AS/IM-SSF/OSA SCS. Filtering is done for SIP requests messages only and can be e.g. based upon:

· The method of the SIP request.

· Whether the request was received in the originating, terminating or terminating case for unregistered subscriber.

· A particular media type included in the SDP of a request.

· The presence or absence or content of a particular SIP header.

Note: The above list of filter criteria is not an exhaustive one.
Initial Filter Criteria (iFC) are filter criteria that are stored in the HSS as part of the user profile and are downloaded to the S-CSCF upon user registration. They represent a provisioned subscription of a user to an application. After downloading the User Profile from the HSS, the S-CSCF activates for the indicated Application Server the Service Points of Interest that are correlated to the iFC in the User Profile. Initial Filter Criteria are valid throughout the registration lifetime of a user or until the User Profile is changed.
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Figure 6.8.1.3-1 Application triggering architecture

Subsequent Filter Criteria (sFC) is not used in this release.

6.8.1.4 Application Server Priority List

If there are multiple application servers are assigned for one subscriber, a priority is assigned to application servers which describes the order in which the S-CSCF shall contact with in case a SIP message matches the initial filter criteria of more than one application server..
In the case that multiple AS are in the list sent from the HSS to the S-CSCF then

1. The S-CSCF shall apply filter criteria for the highest priority AS and if applicable forward the request to that AS if the criteria are met.

2. The AS perform it’s actions, and may (or may not) modify the request, and send the request back to the S-CSCF.

3. The S-CSCF shall then apply the filter criteria applicable to the next highest priority AS and forwards the request to that AS if the criteria are met

4. S-CSCF repeats the above steps until all AS on the list are exhausted

5. S-CSCF routes the request based on it's now possibly modified contents.

6.8.2 Authentication Data

This subclause defines the Authentication Data.  This data shall be sent by the HSS to the S-CSCF via the Cx Interface during registration. 

For definition of authentication data see specification 3GPP TS 23.008 [18]. For the handling of authentication data, see specification 3GPP TS 33.203 [19].

